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THE TOPICALITY OF THE SUBJECT

Over the recent 100 years, electric power has bedbmbasis for the functioning of modern
civilization. Since electric power is easy to tnauisand transform, its application field is very
wide as compared to other types of energy. In adi@ensure consumers with electric power,
power systems are set up, which consist of ele@awer production, distribution and
transmission companies. From time to time, abnoromaémergency operation conditions
emerge in power systems; many of these sets ofitcmmsl start by short circuits in a certain
element of the power system. To eliminate the shwduits and disconnect the damaged
elements of the system, it is necessary to set wipkgesponse, human-independent
protection systems, the response time of which dvdnéd measurable in tenths of a second.
The setting up of an independent protection systema power system is a long and
complicated [1] process, which is based on relaygation and automation (RPA) complexes
with a task to, as dangerous conditions emergeptadocorrect decision regarding the
disconnection of the damaged element of the poystes.

Relay protection and automation perform a very irtggd and responsible task. Incorrect
action of these devices may cause immense ecoramdisocial losses. Therefore, for many
years already, accomplishment of RPA and increasingeliability receive much attention
worldwide; dedicated conferences are organizedhamdireds of scientific publications are
written. Significant contribution to the developneri RPA and increasing their reliability
was made by a number of Latvian and foreign s@entVeniamin Fabrikantadis PutniS,
Voldenars Putnp$, Antans Sauhats, akis Brinkis, Vilnis KreslinS, Vladimir Chuvichin,
Janis Rozenkrions, Alexei Fedoseyewnis Bubenko,Goran Anderson, Mladen, Kezunovich
and others. RPA hardware is produced by world-fasrmampanies: ABB, Siemens, Alstom,
General Electric, Sneider Eelectric, Hitachi, artdess. Nowadays, the degree of technical
accomplishment and reliability of relay protectiand automation devices is very high, yet
also today, as can be seen from statistics, déaitees take place and consequent damages
are incurred, thus the wish to increase the qualitg reliability of RPA remains a topical
issue.

When forming the RPA of a power system, the follogvpeculiarities of the power system
have a very important role:

1. The scale of the system encompassing millions @fiti@s operating jointly; besides,
the territorial coverage of the system. Arguabhg number of RPA devices exceeds the
number of primary devices (power transmission lirgenerators, transformers, etc.). At the
same time, RPA devices, similarly to the primaryeginmay fail and cause large-scale
emergencies.

2. Indetermination of structure and parameters, imibeeof random factors;

3. The dynamic nature of development. Power systemselole continuously [4]. New
energy sources and power transmission lines anegbeuilt; new power consumers are
connected. Therefore, relay protection and autamatevices have to be able to adapt to the
new working conditions;

4. The capital intensity of the power system and @stiol. RPA has to be reasonably
cheap and capable of performing the planned funstawver several decades.;
5. The operating conditions of RPA. Many power fa@Bt that generate or transmit

considerable capacities, operate in the conditidran intensive electromagnetic field, which
means that it becomes necessary to take into amasioh sources of interference The
operating conditions (temperature conditions, hutyidibration, etc.) are rather severe.



As a result of the influence of the above-mentiopeduliarities, the basic requirements to
RPA can be formulated:

- Reliability;

- Technical efficiency;

- Economic efficiency;

- Ability to operate at variable conditions and mades

To ensure compliance with the requirements seRIPA devices, it is necessary to conduct
their testing at the development, introduction aperation stage. Upon an analysis of the
statistical data of RPA operation, it can be sd&t tonformance to the above-mentioned
requirements is ensured in 95...98% of the caseserisure correct operation of relay
protection, testing methods and means are develdpedask of which is to detect a relay
protection failure before the emergence of an ababmode in the power system and to
point to the faulty element as precisely as possibl

Over the last twenty years, it is generally acogpgieactice to use microprocessor element
basis in the creation of reliable, economicallyicggiht and technically accomplished anti-
emergency systems.. The use of microprocessor mguip offers new opportunities in
developing complex, technically accomplished rgbagtection and emergency automation
devices working within a united system. Many reskars are working in this direction and
thousands of publications are available. Very rajgdelopment of hardware and software is
evident. New equipment is rapidly entering the pcacof power systems operation. When
comparing the situation in RPA equipment in thetiBatountries and in the industrially
developed countries, a considerable lag can bendaseboth in the applications and,
especially, in the manufacturing of these systefitsee world’s leading electrotechnical
companies (ABB, Siemens, Toshiba, General Electrey started producing many RPA
microprocessor devices on a serial basis. The dages of this type of devices were proven
by operation experience. The practical needs ofptheer industry of the Baltic countries,
their economic situation, as well as the new oppoties to use state-of-the-art
microprocessor elements served as a preconditioa foractical task: to bring the research
and products to a level that would ensure the proolu of RPA systems in Latvia, as well as
their competitiveness in the power systems of laawid the neighbouring countries.

Ensuring of competitiveness is encumbered duegdalfowing practical causes:

1. RPA equipment is produced by using state-of-thetechnologies, as well as the
possibilities of the famous and powerful companies

2. A high level of hardware reliability and other teatal indicators;

3. A number of additional technical means are in placease the operation of RPA.

At the same time, the relatively high price levERFPA terminals and the proportional share
of software prices leads to a wish to try to depedod start producing microprocessor-based
RPA terminals in Latvia. When planning the prodoti it is necessary to consider the
considerable differences in the equipment pricesvels as the operation and production
conditions. Based on the demand in the Baltic aoes)tthe price level of the offered
equipment and the production possibilities at steaterprise conditions, development of
RPA for high-voltage lines and facilities looks ra@ttractive. The present study is dedicated
to solving some of the tasks and problems of thid,kas well as the performance of universal
RPA tasks suited for high voltage (110-330 kV), #teucture of the equipment and the
algorithms for its testing.



THE PURPOSE OF THE PAPER AND THE SOLVED TASKS

The main goalof this doctoral paper is to increase the levekbability and efficiency of the
power systems of the Baltic countries.
To achieve the set goal, the paper solves thewollp main tasks:

1.

2.
3.
4

o g

An analysis of the functioning statistics of thartsmission part of the Latvian power
system has been conducted;

A review of the testing methods and hardware has lsenducted;

An analysis of RP devices and system synthesigosscind tasks has been conducted;

A structure of a terminal suitable for testing gretforming the relay protection tasks

required in the Baltic countries;

A RPA virtual testing method has been developedimpiemented;

An optical communication channels testing device Ieen developed and implemented
for the needs of the relay protections to be used;

A complex relay protection and automation devicehafh-voltage lines has been

synthesized and implemented.

THE RESEARCH METHODS USED FOR REACHING THE SET GOAL

N =

AND TASKS

The methods of mathematical statistics and the M@arlo method.

To solve the tasks set by the present doctoral rpdpe EUROSTAG software for
simulating the electromechanical processes of p@ystems, recordings of the digital
oscillograms of the real-life emergency processas the protection testing devices
FREJA and OMICRON.

A specialized relay protection terminal testingtsafe was developed for the purposes
of the reasearch.

The functions of a global positioning system foe thurpose of synchronizing the
monitoring of the geographically distant elements.

THE SCIENTIFIC NOVELTY OF THE PAPER

Data about the functioning of relay protections autiomation in the Latvian power
system have been summarized.

A new methodology has been developed for testingpticated relay protection and
automation terminals.

A new structure of relay protection and automatemminals, suitable for testing, has
been synthesized.

A device for testing relay protection devices amtbmation communication channels
has been synthesized.

Testing of distance protections has been perforatethe conditions of complicated
electromechanical processes.

THE PRACTICAL SIGNIFICANCE OF THE PAPER

The practical significance of the promotion paseexpressed as follows:
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The proposed structure of relay protection andraatmn terminals can be applied to a
number of devices to be synthesized, as well ad fssancreasing the reliability level
of terminals.

A terminal implementing complex protection of higbkage lines is proposed, which
has been produced and is being tested within thedrapower system. The structure of
the synthesized, tested and produced terminal esshe solution of the complex relay
protection and automation tasks of high-voltageedinExperiments and operation
experience confirm the effectiveness and correstnéthe adopted solutions.

The developed virtual testing methodology and safeacan be applied for testing the
reliability, speed and selectivity of the existirgday protection elements.

The developed virtual testing methodology has beggplied to the implementation of
the Europe-financed projects PEGAS and ICOEURE.

Hardware and software for testing the fast commatioo channels has been
synthesized. The hardware has been produced art aisthe facilities owned by
JSC “Latvenergo”.

THE BASIC APPROACHES FORMULATED FOR DEFENSE

The usefulness and the advantages of the statistoggmoach and the Monte-Carlo
method in the testing of relay protection and awttom terminals.

The appropriate structure of relay protection andomation terminals with an
additional digital input interface for testing Haeen synthesized and tested.

The structure of a communication channel testingogeusing GPS functions has been
synthesized and tested, the results of the commtmic channel tests have been
collected and summarized and recommendations hese worked out for using them.
On the basis of the EUROSTAG software, a relaygutatn and automation testing
hardware complex and software have been syntheslzedcomplex may be used for
testing relay protection and automation duringdleetromechanical transient processes
of power systems.

APPROBATION OF THE PAPER

The scientific results have been reported at thevitng international conferences:

1.

2.

3.

The 2% International Conference on ELECTRICAL and CONTRDECHNOLOGIES
ECT-2007 — from May 3 to 4, 2007, Kaunas, Lithuania

The 8" IEE International Conference on DEVELOPMENTS IN WBR SYSTEM
PROTECTION — from April 5 to 8, 2004, Amsterdame fdetherlands.

The 14" International Power Electronics and Motion Cont@onference, EPE/PEMC
2004, from September 2 to 4, Riga, Latvia.
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four chapters, a conclusion, as well as a bibliplgya The total volume of the paper is
131 pages in computer setting. The paper contatabl2s and 58 figures. The bibliography
consists of 88 used literature sources.



1. FAILURES OF THE STRUCTURE OF RELAY PROTECTION,
METHODS AND MEANS OF TESTING

Relay protection and automation development stagesnd structures

The longest period of RPA equipment developmenticlivhasted for about 170 years, is
related to the electromagnetic relays as the balgiments of automation structures. The
development of the element base of radioelectrpriice emergence of new elements
(radioelectronic lamps, semiconductor diodes amadsistors, integral circuits, operational
amplifiers) resulted in attempts to use these iPARFuipment. Numerous devices and
systems were created and applied in practice [8,8]7 Yet the following may be stated:

1. Massive replacement of electromechanical RPA redaysot take place;

2. The systems created on the basis of radioelectrdamps and semiconductor
diodes did not find wide practical application. Timain reason for this was the
insufficient operating reliability as compared wélectromechanical systems;

3. RPA semiconductor systems (integral logical miamgtis, operational amplifiers)
ensured improvement of a number of technical pat@se broadened the
spectrum of the functions to be performed, but Alemught about a number of new
problems related to the following: maintenance,rapen reliability, disturbance
stability, etc. This kind of systems came to bedusethe automation of especially
complicated facilities; individual relay protectidppes and automation elements
became widely applied (fault locators, semicondutitme and current relays, ,
distance protection devices, etc.);

4. At all the above-mentioned stages, the analog kignacessing method and
corresponding analog elements were used. RPA devistarting from the
electromechanical ones, to devices based on opeaatamplifier microcircuits
and other microcircuits of the middle level of igitation) could be depicted in the
form of a structural diagram [10].

It is interesting to point out that in order to este the required degree of complexity of
electromechanical devices, several generationsiofoprocessors needed to alternate. The
first attempts to use a essentially different infation processing method, namely, the digital
method, were undertaken in the 1960s [15]. At tina¢, large and powerful digital electronic
machines had been developed, running at a speedilladns of operations per second
[16,17]. Still, to enable practical applicationtbe digital methods of information processing
in RPA, the following was necessary:

1. Analog/ digital converters of signals. The monitbrocesses have always been and
remain analogous by their physical nature;

2. The economic substantiation of the new solutiorige Price of the large computing
machines for the implementation of the functions lo€al automation devices was
unacceptably high;

3. Ensuring an adequate level of operating reliabillige large computing machines of
that time consisted of thousands of discrete elésneherefore the failure intensity of
computing complexes was unacceptably high.

The absence of cheap, reliable analog/ digital edrevs (ADCs) with sufficiently high
technical indicators, the high prices and the Igverating reliability of the large computing
machines did not allow to apply the new relay mboe and automation setup principles. The



creation of microprocessors in the 1970s and thewong rapid development of the technical
parameters of those elements facilitated the aea#ind practical application of RPA
methods and means, starting from the 1980s.
Digital RPA devices are produced by using the digmformation processing methods. In
order to implement them, analog/ digital conversadrsignals is performed. To convert the
monitored analog signals into digital form, thefarn procedure (with equal time intervals
of sampling) procedure (there are also other metlod@nalog/ digital conversion [17], which
are practically not used in the implementation BiARdevices).
The initial possibilities of microprocessor elengentere considerably limited. Therefore,
studies appeared that were directed at the mintraizaof the requirements set for these
elements. Algorithms were proposed that minimizedresource input for the microprocessor
elements.
Still soon it became evident that the possibilitigs microprocessor equipment and its
development tendencies ensure not only free impiéatien of the traditionally used
functions, but also make it possible to implememuanber of other RPA functions, which
have proven to be very important in the practiggli@ation of these devices:

e Self-testing and identification of the faulty units

e Significantly reduced load on the current and \g@tanstrument transformers;

e Registration of the monitored processes and thte sffathe elements in the internal
structure;

e Convenience of the input of settings and the raflamf the recorded settings;
¢ Information exchange with other digital deviceglinling personal computers;

e Technically simple and relatively cheap connectiorcommunication channels with
the purpose of receiving and transmitting inforiati

The possibilities offered by the new functions wedezisive for the practical spread of the
devices. In the mid-1980s, their future and advgegabecame generally recognized and
evident. Microprocessor equipment became the lmddise development of many industries

and systems. Especially important changes (indeshithe development of relay protection

and automation) took place in the sphere of comoatimn and navigation systems. Optical
fibre channel networks were set up, an immensedspemformation transmission and a high

level of reliability was achieved, which made pbfsia wide use of optical communication

channels in RPA systems. Significantly new and irtgra opportunities were offered by the

global positioning system (GPS) [11,12,13], by nzeardf which it became possible to

synchronize geographically distant measurements.

Failures of relay protection and automation devicestheir causes and consequences

Failures in the operation of protection relays legdo severe consequences take place in
many of the world’s power systems. In the casengfserious disturbance in a power system,
an investigation is conducted to assess the caigbe event and draw conclusions. Below
follows a description of an emergency where thesiex role fell to one inaccuracy in the
RPA device, which resulted not only in technicalldems but also in social consequences.
The world’s power companies show a tendency toesmx the reliability level of the power
system. One of the means of increasing the reilialvel is to prevent incorrect operation of
RPA devices. To better understand the problem,ofteration of the RPA devices of the
Latvian Power system transmission company was sedlyBy conducting this type of
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analysis, the intensity of failures and their causan be determined; consequently, it can be
concluded which aspects need increased attentl@naialysis has been conducted within the
company “Augstsprieguma iKIs” (High Voltage Network) of JSC “Latvenergo”.
JSC "Augstspriegumaikls” maintains a 330 kV power transmission netwarth a total line
length of 1247.9 km and a 110kV power transmisdioe with a total line length of
3953.8 km, as well as 14 330 kV substations and110kV substations. The total capacity of
the installed transformers is 6904.8 MVA. The 330 &nd 110 kV power transmission
networks operate with a solidly earthed neutrale Study has been conducted over a time
period from 1998 till 2003 (see Figure 1.10), byedmining the annual intensity of RPA
device failures as follows

5:(1— %Sj-loo, (1.1.)

where N - the total number of the correct RPA afiens per year;
Ns —the total number of RPA operations per year.

The basis for determiningdNs an analysis of the operation of all the RPAidew involved

in the short circuit event. For instance, if thbes been a transient short circuit on the line,
then a successful operation of the RPA is expreasdte disconnection of the fault from all
the ends of the line with subsequent successfislubstantiated unsuccessful autoreclosing.
Within the time period over which the study wasaaected, 2951 RPA device actuations took
place, whereof 2874 were substantiated.

The main types of failures of relay protection andautomation devices

Any failure of RPA may express itself in three ways
1. A RPA device is actuated in such conditions (mofeny in normal operating
conditions) when actuation is undesirable, i.syerfluous actuation;

2. A RPA device is actuated in such conditions wheoam®n is necessary;

3. A fault of the RPA device takes place, which caubesfailure of other devices that
are to be used at the place of service. For instahe device causes an overload to the
operating voltage source or the measuring cir@nts irradiates an increased level of
electromagnetic energy. For detecting this typefanft, measurements of power
consumption, insulation and radiation level are dtomted. The methodology for
making these measurements is well-developed amubtishe subject of this study,
which is dedicated to the elimination of the firsb types of failure.

Types and classification of testing methods

The task to test RPA appeared together with tte¢ felays, that is, starting from the 1830s.
For solving the task, the following basic methoasewsed for a long time:

1. Experimental operation of the devices at realfbi@lities;

2. Generation of circuits and voltages, their measergmand assessment of the
correctness of the response of the tested deviwamplement this method, current
and voltage sources were necessary, which had toiteolled by a human operator
by using corresponding measuring devices. The tmeaaalyzed the operation of the
facility to be protected, assessed the possibleagamand the current and voltage
levels accompanying it;
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3.

Imitation of fault of the facility to be protectdry using physical models of the power
system and the facility. Many types of models hadrbdeveloped and were used. The
most complicated ones thereof required dozens efrabprs, hundreds of square
metres of space and were consequently extremelgnsi@®e in construction and
operation.

Electronic computing machines discovered the pddgito use power systems and
digital models of their facilities. Digital simulanh of the power system RPA device
operation processes also allowed to solve RPAngedasks.. Simultaneously with
electronic computing machines, also the fourth wlagonducting RPA tests emerged,
which was based only on the use of digital modelshis case, instead of testing the
device, its software is tested. This approach makpessible to simultaneously test
the method to be used, the algorithms, and theem@hting programme.

Before the RPA terminals are installed at the @lat service, it is necessary to ensure the
essential conformity of this equipment to the wssloé the customer and the standardized
requirements set for RPA equipment.

For this purpose, a testing methodology is beinptbped and the following test types have

been conducted.

1. Development of the testing methodologyAt this stage, it is determined as to in what
scope the testing is to be done for the device goctnsidered fit for putting into
operation. In most cases, this is done when theiast makes himself acquainted with
the technical task and the functional solutionshefdevice. During the development of
the testing methodology, the basic requirementsléotce operation are defined:

e the conditions for actuation;

¢ the conditions for non-actuation;

e the possible permissible failures, or the condgitmat the device in question will
not be able to solve. Examples to be mentionedhareso-called “dead” zone in
case of distance protection, or the possible sttnathen the final parameters of
the process correspond to the actuation conditimristhe development of the
process itself contradicts the nature of shortudirc

2. Testing of the operation algorithm in the course of its synthesis. The synthesis is
usually performed by analyzing the processes taglage in the facility to be protected.
Simplified models of facilities and the heuristigpaoach are used [25,26]. The majority

of the algorithms can be described by equations dparate with complex and logical
values:
I'L-'ji{X_:l' oK) = 0,thenly = lelsel, = 0
ff:l
0o {Xy, o wn X ) = 0, then L, = lelse L, = 0 (1.2)
where Xy, ... ... Xk — the parameters of the vectors of the industramonic of the

currents and voltages (the active and reactive coipt, or the module and the phase).

The decision as to whether or not to disconnecfdhgity to be protected is made based on
the size of the logical valuds, ... ... .Ln and the time periods over which these change. In
algorithms of the type (1.15.), either consciously unconsciously, a very significant
simplification is made, implying the absence of thgher harmonics and components in the
current and voltage circuits . Using such a sifigaliion may be acceptable only in two

cases.

a. If a RPA device with a large inertia or a large uation time delay is
synthesized. In these cases, the electromagnatisiént processes attenuate and the
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non-industrial harmonics, or exponents, practicadlilyappear from the currents and
voltages;
b. If frequency band filters are used in the inputaits.

The first case was characteristic of electromedardevices whereas the second case, of

devices implemented on the basis of integral micraits as well as microprocessor devices.

The algorithms are tested by using mathematicalatlinod of the monitored facilities and

protections.

3. The conformity test is performed after the selected algrithm has been
implemented in the form of an exact deviceFirst of all, the capability of the device to
operate at the operating conditions (temperatuueidity, vibration level, pressure,
insulation levels, ability to withstand overvoltayés tested. The operating conditions are
reglamented by harmonized standards of Europeamiied countries. It is necessary to
make sure that the technological production proasssd for the device is conformant.

4, For a standard-compliant device, a production testonducted.. The main
purpose of the production test is to make sure timatalgorithm built into the device
effects the selected actions at a sufficiently ldglgree of accuracy. The industrial test is
conducted for all the possible operating conditignsitage class of the facility to be
protected, capacity, various levels of short-circoiirrents, line lengths, etc.). The
industrial test is usually conducted on severakexpental devices rather than one.

5. The functional testis usually conducted with the purpose to make thatthe device is
suitable to the protection of the facility in quest It can be argued that the functional
test is considerably simplified, as compared toitidestrial test.

6. The alignmentor technological conformity test This type of test is conducted at the
place of service with the purpose to make surettiaintroduced settings correspond to
the needs of the facility in question.

7. Periodic tests These tests are aimed at making sure about t&topy capacity of the
whole circuit — the current transformers, the vgtdransformers, the RPA terminal, and
the power circuit breaker. The subject of testiagnot only, and not primarily, the
operating capacity of the RPA terminal, but alse ¢bndition of the external circuits and
the assembly. During the periodic tests, the ptmtecsettings can be modified or an
essential part of the electric circuit may be clethg

8. Testing after a failure. This test is performed if a device failure hascuced.
Particularly useful information about the operatadrthe device is available after a short
circuit event has actually occurred. Upon a carefluation of the records of the
processes that have taken place, in many casepdssible to detect deficiencies in the
protection or automation algorithm that are relatedhe operation of the system as a
whole.

9. If additional measures are required, for instadoe, to unclear causes of the failure, then
specialtests are conducted.

Relay protection and automation testing devices

Industrially manufactured relay protection testidgvices can be divided into two major
groups. The first group consists of real-time digisimulators (RTDS), which make it
possible to generate processes taking place in lczatgrl power systems.

The testing systems that belong to the second gaoeigapable of generating a fairly limited
number of currents and voltages and are foreselgrfamtesting the local RPA devices. We
will term this type of testing systems simplifieghi-time simulators (SRTS).
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Real-time digital simulators

RTDS replace the physical models of power systéwaiswere used earlier, making it possible
to configure the topology of a complicated powesteyn, to make changes to it, to simulate
electromechanical and electromagnetic transientcgases. By using digital/ analog
converters and amplifiers, processes are presemtéet form of currents and voltages. The
number of currents and voltages is limited onlythg price of the system and the financial
possibilities of the user.
RTDS ensure the following:
— The variable topology of the system to be crea@uhfigurable and multiform
models of power system elements are used,
— Simulation of complicated and complex modes is mtu
— Data input is effected by using a graphical integfand internationally accepted
designations;
— The components of the systems to be used ensurelea range of protection
device tests.
RTDS testing systems are applied for power systesitis a high-voltage or super-high-
voltage electric network [18].
RTDS have a number of advantages. It can be exp#wie their application will widen as the
Wide Area Protection concept is turned into practice. The main drawbatkhe RTDS
systems to be mentioned is their price, which mayged several million euros.

Simplified real-time simulators

The high price of RTDS renders their wide applmatimpossible. In the power systems
operation practice, fairly simplified systems appléed. In fact, SRTS developed a testing
direction which is based on the generation of cusreand voltages with the help of an
operator. The operator’'s work is highly automat&diery significant role in the structure of
the device is played by the presence of circuttlatson, which is important when performing
tests in real-life conditions. To reflect the tegtiresults, a large number of combinations of
influencing parameters are used, along with thedtdimension” — colour, to facilitate the
analysis of the results. It can be seen that afldiged test of two distance protection zones
may require tens of thousands of attempts. Alllinitacan be said that SRTSs are suited to
simplified conditions, first and foremost, at swbgtns, yet they are insufficient for
performing industrial, functional and special tests

2. THE SUBSTANTIATION AND IMPLEMENTATION OF THE
VIRTUAL TESTING METHOD

The essence of the virtual testing method

Summing up the above, we can say that the testifiPé devices still remains topical and at
the same time, all the known methods and the imsnis for their implementation have
significant drawbacks. For eliminating these dragkisa a new testing method is proposed,
which is called the virtual testing method. Theees® of this method as follows:
The testing procedure is divided into two parts:
1. The binary RPA inputs and outputs are tested, aluitiy the analog circuits and the
analog/ digital converter;
2. The RPA implementation method, the selected algoritand the algorithm
implementation software as well as the hardwareested.
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To implement the testing procedure, existing, widapplicable, industrial power system
simulation programmes are used. If required, tlog@mmes are equipped with additional
blocks, in order to ensure as complete a test ssilfe;

The implementation of the tests requires a spdemhinal to be made: it is necessary to
ensure the replacement of analog/ digital convessiby the calculation results from a
simulating programme.

The essence of the proposed method is reflectEgjures 2.1. and 2.2.
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clh
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Figure 2.1. Testing the correctness of the analwgfal conversion process. For the titles of
the units, see Figure 1.2.
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Figure 2.2. Testing the method, the algorithm safemand the digital hardware.

Testing and determination of the number of tests

To determine the way the tests are conducted aed tiumber, let us perform the
mathematical formulation of the task. For this mag, let us define wdimensional function
R, assuming thaR describes the condition of the output signal eftérminal (R can assume
only two values, 0 or 1):
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R = RO oo X ook StyeeeonsS), 2.1)

wherey=n+Kk + e,

n — the number of the analog signals to be mordteréwhich in the simplest case is
equal to the summary number of the current andagelivector modules and angles);

k — the number of the signals of the logical ingotbe monitored,;

e — the number of the terminal’s settings S.
Let us assume that thhedimensional complex of parameters X, L, S can ib&ed into two
non-overlapping groups, which are shown on Figuse 2
1. The group R which corresponds to the terminal’s actuation,
2. The group R which corresponds to the non-actuation conditmfrthe terminal.

Actuation failures

R, (Xi,X,)

&///////////;

Figure 2.3. Example of a two-dimensional responsetion

X,

Let us assume that the functions of the paramgtels s are known for each of the groups R
and R.

Let us also introduce the definition of the ideafntinal, by assuming that this kind of
terminal is matched by the function R, which cardbscribed in the following way:

R=1ifandonlyif [x .|, sfRy,
(2.2)
R=0,jax .| _sgRo.

The parameters of the analog signals to be moxit§rand logical signals L depend on the
processes taking place in the power system, duwvligh numerous factors of random nature
occur (loads and their distribution, generated ctiea, structure of the network, presence of
short circuit, location and type of the short citcatc.). In this way, we can say that X and L
are random values. If an industrial test is coneldicind the exact element of the power
system, for protecting which the tested termindl W& used is not known, then also the
settings can be attributed to random values. kn®wvn that for a more complete description
of the random values, it is necessary to know ttedability distribution function. Let us
assume that two conditional distribution functiéiasand F, are known:

F1 — a distribution function, which corresponds te ttonditions when the actuation of the
tested device is desirable;

F, — a distribution function which was formed at citiaths when actuation is undesirable.
Considering the expressions (2.1.) and (2.2.) anuaving the distribution functions;land b,

we can define the actuation and non-actuation fmbtyerates for an ideal terminal:
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P = [[dR(x19)=1

R

1

(2.3)
Py = [[dRa(x.19)=0,

RZ

where R — the probability of the protection device comintp action, at the condition that
the actuation conditions are fulfilled;

P, — the probability of the protection device not @oginto action, at the condition
that the non-actuation conditions are fulfilled.
If in the implementation of the tested device, esror inaccuracies have occurred in the
software or the elements used, then, in comparisam ideal device, the response will be
different RrezR. For a real-life device, it is possible, in amgse, to make the following
statement:

P <1,
(2.4)
P,> 0.

A protection device can be considered tested ifpitebability values Pand B have been
calculated. If Pand B are sufficiently close to ,1” and ,0”, a decisioegarding the terminal
operation permit can be made. According to the esgion (2.4), the probabilities@nd B
can be determined by using ti&ieltjes-Lebesgue integral [27]. The integrals of the
expression (2.4) can be calculated by means ohppooaches:

1. The classical or regular method [28], which dividée integration space into a
number of equal areas. The accuracy of this metiredtly depends on the number of
areas used.

2. The Monte-Carlo method. In this case, the accuda®ctly depends on the number of
attempts.

Below, it is shown how both of these methods candsl for performing relay protection and
automation tests. To simplify the task, let us assthat the parameters x, s are within a value
range from 0 to 1. The influence of the logicalgmaeters L will be disregarded.

As is known, the error of the classical method bardetermined according to the following
expression:

A~ N2V, (2.5.)

The error of the Monte-Carlo method can be detezthmccording to the expression:

A z}/\/ﬁ (2.6.)

where N — the number of intervals to be integratethe classical method or the number of
attempts using the Monte-Carlo methed; n + e, assuming that the influence of the ldgica
signals, k, is disregarded.

If the x and_s parameters are assumed freely dahegests and the testing is done for a
limited number of combinations of the values X &)dt becomes possible to skip a failure.
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Let us assume that we can afford to not find owualhose existing failures of the tested
device which have a sufficiently low probabil®: Thus, in order to perform the test with a
sufficiently high degree of accuracy, it is necegda solve the above-mentioned integral
equations with an acceptably high degree of acgudtaining the following:

A< O, 2.7)
A< O,

Figure 2.4. shows the required number of integraisibns or attempts N, by using both
approaches depending on the numbet; ah, in order to obtain the required accur@cy

10072
—O—Classical method

75( —X=Monte-Carlo method
50|

257

o—% 5
0.00 0.01 0.1 1
Figure 2.4. The number of attempts depending omiéitnod used and the desirable degree of

accuracy

The required accuracie® can be approximately determined by finding the &qtable”
probability of relay protection failure P P» over a period of one year. To determine the
allowability of a failure, let us use the followirayerage service time of this type of device
until the first failure. Assuming that this timeyd; is similar and and using the exponential
law of reliability:

Pr=1-exp ( -t/ Iver), (2.8.)
we obtain the following:
Pa=l-exp(-t/2%=0.04, (2.9)

Since the required accuracy is to be determineg@ a9, then it is simple to determine the
number of required tests according to Figure 2.4.

Let us point out that the obtained number is qaitse to the statistical data about failures
guoted in Section 1.

By analysing the obtained results, it can be cateduthat the application of the Monte-Carlo
method, as compared to the classical method, bexoroee effective, if if is greater than or
equal to 4.

Taking into account the actually used number otag# and current inputs, used logical
signals and settings, the approach of the MontéeGaethod is the only really usable one,
because for a modern relay protection and automatévicey may be exceed a thousand.
This is why the classical method proves inefficiamttesting this type of devices.
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Implementation of the virtual testing method
The above-described testing method is foreseemh®rfollowing relay protection and anti-

emergency automation devices:
e out-of-step protection automation;

protection and automation of high-voltage (110k\kKA2(L0kV/6kV) transformers;

a microprocessor-based high-voltage power transonidge differential protection

terminal.

To concretize the testing method, an analysis Wél made for the system shown on
Figure 2.5., which implements the differential afistance protection of the line together.
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Figure 2.5. Protection diagram for a high-voltagever transmission line

At substations M and N, two RPA terminals are ithstia data transmission takes place via an
optical fibre channel. Synchronization of measunmetmies ensured by a global positioning
system (GPS) [29]. The terminal comprises the limgitudinal differential protection as the
base protection as well as distance protection,itmax current and directional earth fault
protection as a backup protection. In addition, theminal includes autoreclosing, fault
location and other functions. Each of the ternsirrakeives the phase currentslg, Ic and
the zero sequence curreng 86 well as the phase voltageg, Ug, Uc and the zero sequence
voltage 34 as well as synchronization voltage from the bueesautoreclosing needs.
Therefore, the group of parameters, which desctibesundamental harmonic of the analog
signals led to one terminal 18-dimensional (it hasbe taken into account that all the
parameters are complex). It can be concluded thattotal amount of analog signal
parameters for a system consisting of two termimsalR6-dimensional. The total number of
settings that determine the operation of each Ri*A&#&ch of the four groups of settings, is a
matter of hundreds. Thus the coefficier{R.1.) reaches a value of several hundreds, ichwhi
case the number of attempts (tests) accordinge@exipression (2.5.) becomes larger than a
decimal number with a hundred decimal zeroes. Suchmber of tests is neither feasible in
terms of time nor in economic terms and the virteating method according to the Monte-

Carlo principle is the only substantiated solution.
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Two approaches to the performance of tests is lplessi
1. Testing in the signal parameters and settingg; ar
2. Testing in the area of the facilities to be pobéd.

Testing in the signal parameters and settings area

The testing device is shown on Figure 2.6. In taise, testing means transmission of signals
freely chosen by the random number generator amdttirage of these values in the memory
of the tested device with a subsequent response the ideal device and comparison of
responses. This approach has the following drandack
e Transmission of superfluous parameter combinatigngossible, which will not
emerge in a real-life power system. One examplthésgeneration of large short-
circuit currents simultaneously with a voltage tlsaequal to the nominal voltage or
larger.

e Complicated definition of the responses of an idisdice;

e The transmission of signals of an irregular fornedsmees more complicated (signals,
which, apart from the fundamental harmonic, congather harmonics or exponential

components).
[
Device to be Device to be
tested tested
A A
Random U (nT),
number >
generator 1 (nT)
1 Y [ v vy
Ideal device Comparison
of responses

Monitoring

A

Printout,
report

Database of
results

Figure 2.6. Testing a terminal by transmittinggnal into the parameter space

Testing in the parameter space of the power system

Let us look at a highly simplified diagram of th&edarical network, which is shown in
Figure 2.7.
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Figure 2.7. A model of a facility to be protected

Let us assume that in the power transmission Iméepted by device to be tested, there is a
short circuit at the distance Via the fault transient resistance. Rhe system parameters, Z

Z: and the line parameters are variable. Like in liéglthe distance to the fault location, the
type of the short circuit, and the transient resisé at the fault location are random values.
Such conditions of the power system are easy talaten When forming the random number
generator, it is possible to use the statisticéh dd power system operation regarding the
parameters of pre-emergency modes, short circsianites and types. The testing procedure
is shown in Figure 2.8.

Implemented
Random by
number EUROSTAG

generator

Control and
analysis

\4

4 Y
. Model of the
Ideal device system
A
Converter
u(nT), I(nT)
Database of
tests
y
Testing of Device to be
response [ tested

Figure 2.8. The structure of the testing system

3. SYNTHESIS OF A MULTIFUNCTIONAL RELAY PROTECTION
TERMINAL FOR POWER TRANSMISSION LINES

Functions and software structure of the relay protetion and automation terminal

Since a two-processor solution has been appliedniplementing the RPA terminal for
power transmission lines (PTL), the task to distigbthe software between the processors
appears. The chosen software structure is showigure 3.1.
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The functions of the equipment are distributechm following way:
The first processor (CPU1) ensures the followingcfions:

Control of analog-to-digital converter (ADC), preséng of analog signals and logical
inputs (Discrete Signal Register) and control dpaitirelays (Output Relay Register);
Distance protection (DP), overcurrent protectio€f), directional and undirectional
earth fault protection (EFP), overload protecti®hP) and breaker failure protection
(BFP);

Autoreclosing (AR);

Oscillographic testing of analog and digital signial nonvolatile memory (NVRAM) [30];
Registration of events;

Distance-to-fault location;

Control of the indication display;

Control of the settings input unit;

Control of the oscillogram and settings readingfinpterface RS-232.

CPUl CcPU2
Data
package
4 4
Processing of the Data exchange with
analog values and the line second end
the discrete signals subset
v
Information Information
. ————" exchange with
exchange with CPU2 CPU1
A4 A
A
DP, OCP, EFP,
DEFP, OLP, BFP, Data processing of
AR the line opposite end

subset

A 4

Control of output relays

A
Determination of
communication

i Y channel time delay,
" Oscillographic correction of currents
testing of events,
analog values and A4
discrete information Ly LDP
v
Software
— self-monitoring  l«a—
function
Additional software: Additional software:
. indication and control . self-monitoring function
. data exchange with computer . fault location

. fault location

Figure 3.1. Software structure

The second processor (CPU2) ensures the followingtions:
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— Control of information exchange interface RS-422oth subsets;

— Correction of the second subset angular errordaimrges during data transmission;
— A GPS module control programme;

— Longitudinal differential protections (LDP);

— Distance-to-fault location by using measurementsodh subsets.

A high-speed data transmission bus ensures infaymatkchange between both processors.
Both processors ensure the self-monitoring funcéisnwell as perform monitoring of each
other. The programme of the first processor caddpected as a series of separate programme
units, which are run in real time with a cycle afns. As mentioned above, CPU2 ensures the
LDP function. The phase current orthogonal compts¢81,32] of the first and second
subsets are used as the calculated values. CPttrperdata processing for the first subset
every millisecond; data processing for the secamuket takes place after data have been
received from the opposite end of the line. Thisansethat the LDP operate time directly
depends on the speed of the communication chahhelsubprogrammes performing service
functions operate in the ‘background’ mode. The RAminal operates according to the

classical principle [33,34] of comparing the diffatial currentl ,, = I, + I, and the braking

currentl ., :‘I'1‘+‘I'2‘. The exchange of data (the phase current orthdgmraponents)

between the LDP subsets is performed in packaghks. ifformation package exchange

between the subsets is ensured by a digital conuwation channel. When determining the

amount of information in one package, the followisgo be taken into account:

— by increasing the amount of information, it is pbks to ensure more efficient PTL
protection methods;

— by increasing the amount of information, the opeetahe of the protection increases.

Considering the above, the following informatiorirensmitted in one information package:

— the phase current orthogonal components;

— information about the start-up of the subset (de&trof a fault);

— information about the actuation of the subset;

— saturation/ non-saturation of current transformers;

— the state of four binary inputs, which ensure thagmission of separate commands;

— the state of external shutoff signals of differahgirotection;

— the readings of the internal timers, which are ssagy for determining the time delay of
the communication channel,

— the check information ensuring the determinatioerobneous packages.

The operation principle of LDP is based on measereamconducted at geographically distant

locations. Synchronization of measurements is requiTwo synchronization principles are

known, which are based on the following:

1. Using the possibilities of the communication chdrmemeans of sending a signal to
the opposite end of the line and receiving a respoividently, it is possible to
calculate the time (the time delay) necessaryrfmrsamitting the signal “forward and
back”;

2. Using of the possibilities of the Global PositiogiBystem (GPS). It is known that this
system makes it possible to synchronize time measemts with an accuracy of
microseconds. This accuracy is completely sufficterensure the precise operation of
the differential protection.

Both measurement synchronization possibilitiespao®ided for the synthesized terminal. Let
us call the using of the GPS as the external swymiation. Taking into account the
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complexity of the GPS systems, a probability ofirtli@ilure should be considered. In this
case, it is possible to perform the synchronizatipmsing only communication channels.

If the external synchronization of both subsetsias used or is out of order, then the first
subset current vector§, are synchronized with the second subset currenbred, by
determining the time delay of the digital data sramssion channel.

The unequal transmission time delay effect

For synchronizing the current measurements at &ods of the line, each subset calculates a
delay time of the communication line. It is assuntbdt the communication channel is
symmetrical. In case of the symmetrical communacatchannel, the delay time of the
information to be transmitted is equal to the delme of the information to be received. The
asymmetry of the communication channel can afteetaperating capacity of the protection.
The permissible asymmetry value can be found onbts#s of certain settings, which are
determined by the protection actuation characteratrve. If the transmission times in both
directions, from slave to master and from masterskave, are not equal, a current
measurement error will occur. In the transient mdueh amplitude and phase will change
and this will cause a differential current thakaigger than that in the steady-state mode. When
the transmission times are not equal, the onlyipii$g to avoid an incorrect action is to set
the settings at a higher level than the expectaidéf differential current.

By using the synchronization signal from the GPSlube, it is possible to synchronize the
LDP subset measurements, which are not affectethdyime delay and asymmetry of the
communication channel. A schematic diagram of tregitudinal differential protection by
means of using the GPS synchronization.

The GPS module receives the information from thethesatellites by generating a
synchronization pulse and standard time signalsh Bldferential protection subsets, LDP1
and LDP2, perform the processing of the controMadlies (current and voltage) at the
moment when the synchronization pulse arrives ftbemn GPS module. In this way, both
subsets exchange their phase current orthogongbauwents, which are time-synchronized.
The GPS module sends a synchronization pulse imye®® ms. If the information
transmission delay from one subset to the othes dm¢ exceed 10 ms, this delay do not
affect the operation of the differential protectidrhe protection continuously monitors the
presence of synchronization. If the synchronizapatse fails to appear in at least one subset,
the protection automatically changes over to a modevhich the communication channel
time delay is calculated. When the synchronizatigmals appear in both subsets again, the
protection automatically changes over to the syomilzed data exchange mode. In this way,
the failure of the GPS synchronization device wilt affect the LDP operation.

The results of the protection of microprocessor ogation and their analysis

The above-described microprocessor terminal wasemmgnted and installed for the 110 kV
power transmission lines. After installing it oneoaf the lines, two short circuits occurred,
which makes it possible to evaluate the viabilityle proposed solution.

A description of the power transmission network sd@n to be protected

The substations “Boldgja 1” (133) and “Boldegja 2” (136) are connected via a 1.7 km long
power transmission line; the substations “Baigeed” and “Imanta” (130) are connected via a
7.7 km long line. Between the substations “Baiged” and “Imanta” there is a 1.2 km long
branch line to the substation “Daugawgi’ (132). Since the lengths of the lines are aagé,
the longitudinal differential protection is to based for protecting the line against faults,
which will ensure quick and selective tripping dialty line.
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Distance protection is used as the backup protectivo case of a fault in the line, quick
tripping is ensured by transmitting commands bebhnssh substations.

Analysis of short circuits and the results of fauliocators

On March 18, 2005, the line longitudinal differemtiprotections “LIDA” (effecting the
tripping of power breakers) were put into operatian the substations “Boldga 1,
“Bolderaja 2” and “Imanta”. Within less than a month and April 2 and 7, earth faults
occurred on the line LNr.233 “Boldga 1" — “Boldeija 2”. On April 2, no fault was found
on the line (see Figure 3.2.). On April 7, it wasirid out that birds had tried to build a nest at
a distance of 2.88 km from the substation “Imanta”.

April 2, 9:58
Short circuit A—0

No fault detected in the
line

130 7 133
/
g
7y
/
_r
3.1km 6.7km
LDP , <«— LDP
7.9km
op 0.6km DP

Figure 3.2. Short circuit in the 110 kV power tramssion network on April 2

Note: LDP — the fault location detected by using itiformation from both ends of the line;
DP — the fault location detected by using thenmfation from one end of the line
April 7, 10:36

Short circuit A—-0

A fault in the line at a
distance of 2.88 km from

2 88km substation 130

130 133
6.8km

LDP 3km S <« LDP
5.5km

op 2.8km DP

Figure 3.3. Short circuit in the 110 kV power tramssion network on April 7

The short-circuit currents from the substation “iad were comparatively large: 10.6 kA
and 8 kA. Since the fault was transient, in botbesathe line was re-energized by means of
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autoreclosing. During these short-circuit eventsy fault locations were detected, since the
RP sets contain two fault location algorithms. @mhehe algorithms for fault location uses
measurements from both ends of the line. In thég cthe same communication channel that
ensures the operation of longitudinal differengiedtection is used for information exchange.
The second distance-to-fault location is detectedding a “classic” algorithm developed by
Riga Technical University in the 1990s, which takee account the measurements only from
one end of the line. Both algorithms are used demelously so as to ensure the detection of
fault location if, for some reason, the communmatthannel is out of order.

4. INFLUENCE AND TESTING OF LINE DIFFERENTIAL
PROTECTION COMMUNICATION CHANNEL

Influence of the time delay asymmetry on the diffegntial current calculation

There is a probability that when transmitting aedeiving the information, the time delays
are not equal. Hence, it is impossible to correddyermine the angular error of two current
vectors. When determining the differential currghe angular errone between the current
vectors occurs. In the 50 Hz systexp, can be found in the following way (in radians):

Ap =2 1T AT, 4.1)
where A T, — the time delay asymmetry, which is determinedheyfollowing formula:

ATa: |TT)<-TR)<| 2. (42)

By using the possible angular erragp can determine the differential current error:

A =] (,. (1 - cosA@)? + (sinAg)?) 43)
where | — the phase current.

By performing such a recalculation, we can deteenfor example, that if the time delay
asymmetry is 1 ms, the angular error of I®tween the current vectors of the remote
terminals will occur [37]. If the telecommunicati@ervice provider is not able to ensure the
monitoring and compensation of the time delay asgtmymthen additional measures are to be
taken in order to prevent a superfluous actuatiahe protection. The simplest measure is to
raise the protection setting so as to make theeption more insensitive. In this way, we
loose one of the main advantages of the longitlidiifeerential protection — the very high
level of sensitivity. Normally, the protection seg is comparable with the line nominal
current; besides, this compensation is efficientlie delay time asymmetry of up to 50 ps. If
the time asymmetry is larger, then the LDP is pecally unable to operate. To ensure a
selective operation of the differential protectiah,is necessary to set up the following
additional blocking functions, which are foreseear fthe quality analysis of the
communication channel [38,39]:

— Blocking of the LDP function, if the total time @gl exceeds the maximum possible
value, which is determined by the volume of the@oir vector memory built in the
terminal;

— Short-term blocking of the LDP, if within the cartaime period, a repeated change
in the total time delay occurs. The change in theetdelay can be caused by the
change in the path of the multiplexed communicatbannel. It is possible to
determine a new delay time only after receiving niegt information package. In
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this case, there is a probability that if shortwir occurs outside the protection zone
during this time, a superfluous actuation of thet@ction will take place;

— Blocking of the LDP, if the link with the GPS degics faulty or the synchronization
pulse does not arrive in due time. The blocking necessary, if the used
communication channel has an unexpected delayasyemmetry;

— Blocking of the LDP, if the number of faulty packsgexceeds a certain quantity.
Packages with faulty data appear when there isitthghce in the communication
channel and it cannot be used for protection needs.

The statistics of the operation of the differentiaprotection communication channel

For collecting the statistical data, 29 power traission lines with voltages 330 kV and
110 kV were used, in which interruption of datanniaission and disturbances were recorded.
Table 4.1. shows the statistics of protection biogkwithin a year. For collecting the
statistical data, terminals with the built-in eveatording function were used. A disturbance
of the communication channel is recorded, if aermiption of communication occursdd
exceeds the set value), or distortion of data¢ended (when transmitting the data, a check
sum is calculated, which is transferred to the gpiposubset and used for checking the
operating capacity of the communication channel).

Table 4.1. Statistics of blocking the differenfiahction of the protection devices

Protection terminal type 7SD 3

LNr.204 Up to 2 disturbances per day
LNr.213 No disturbances recorded
LNr.214 Up to 2 disturbances per day
LNr.215 No disturbances recorded

LNr.216 No disturbances recorded
LNr.220 More than 2 disturbances per day
LNr.221 More than 2 disturbances per day
LNr.609 Up to 2 disturbances per day
Protection terminal type 7SD 4

9| LNr.161 Up to 2 disturbances per week
10| LNr.162 Up to 2 disturbances per day
11| LNr.200 Up to 2 disturbances per week
12| LNr.241 Up to 2 disturbances per day
13| LNr.243 No disturbances recorded
14| LNr.244 More than 2 disturbances per day
15| LNr.245 More than 2 disturbances per day
16 | LNr.246 Up to 2 disturbances per day
17| LNr.304 Up to 2 disturbances per day
18| LNr.310 Up to 2 disturbances per week
19| LNr.311 No disturbances recorded
20| LNr.313 More than 2 disturbances per day
21| LNr.314 No disturbances recorded
22 | LNr.320 No disturbances recorded
23| LNr.322 No disturbances recorded
24 | LNr.323 Up to 2 disturbances per week

O IN|O|OPBWIN -
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25| LNr.451 Up to 2 disturbances per week
26 | LNr.466 Up to 2 disturbances per week
Protection terminal type LIDA

27 | LNr.233 Up to 2 disturbances per week
28 | LNr.236 More than 2 disturbances per day
29| LNr.151 Up to 2 disturbances per day

As the main disturbance sources, the following Haaen found out:
e the change in data transmission time;
e the possible asymmetry of the communication channel
e interruptions of communication.

From the obtained results, it can be concluded oimd¢ 28% of the observed differential
protection sets was not blocked. 55% of the praiedets are blocked one or two times per
week. The frequency of the cases of blocking tiheroprotection sets is sufficiently high for
their operation to be considered unreliable.

The device for testing the data transmission chanhe

The blocking of the LDP due to the appearance stidbances in the communication channel
or the change in the time delay decreases thedftailency of the protection. Nevertheless,
the line is not left without protection, because thack-up of the LDP is implemented by
means of the distance protection or overcurrentdarettional earth fault protection. Within
the time period from 2000 to 2008, some cases mérduous actuation occurred, when it was
not possible to precisely determine the cause sfadinection. This means that during the
fault, the oscillograms did not show any fault andy kind of tests did not indicate the
possible causes of incorrect actuation. Logicalb/a result of the performed analysis, it was
concluded that the superfluous actuation of théeggtmn could be caused by the short-term
asymmetry of the communication channel time delay.
In order to clarify the causes of blocking the LBéts and investigate the causes of incorrect
operation of the protection, it became necessarsndoitor the characteristics of the used
communication channel. For implementing the reaakti monitoring of communication
channel parameters, a special microprocessor deliocee Tester”, was developed, which
should ensure the following:

— The testing of the stability of the communicatidracnel,

— The monitoring of the data transmission proces$ Wit integrity check of the data

packages;
— The detection, classification and registration@hemunication errors;
— The detection of time delays of the communicatibarmel:
0 The determination of the total delay of the ch&nne
o The determination of the transmission/ receptionet unbalance of the
communication channel;
— The recording of the time delay shift;
— The measuring and recording of the data transnmsseguency and frequency shift
of the communication channel.

The communication channel testing device, congst two devices (terminals), was
connected to the SDH/PDH network by means of tf85\(X.21) interface (see Figure 4.1.).
The information exchange between the devices idem@nted by sending the data packages
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in series. The terminals operate according to trestemn/ slave principle. The terminal
performing the master function starts the datastrassion and monitors the content of the
data package. The terminal performing the slavetion makes predetermined changes in the
data package and sends them to the master terniinal. information part, which is sent
between the terminals, is suitable for monitoring tdata authenticity and calculating the
communication channel time delay. Based on itgmaietime and the time sent by the second
terminal, the master terminal calculates the tinedayl The master terminal sends the
determined time delay to the slave terminal in gw&ata package.

PDH/SDH
telecommunication system

2 Mbit/s / 64kbit/s 2 Mbit/s / 64kbit/s

GPS PQH MUX PQH MUX GPS
atenna Siemens Siemens atenna
FMX2/3 FMX2/3
X21, V35 X21, V35
SD RD T T RD SD

64kbit/s

Line Tester
(Master)

Line Tester
(Slave)

64kbit/s

PDH - plesiosynchronous digital hierachy
SDH — synchronous digital hierachy
MUX —multiplexer

Figure 4.1. Connection diagram for the device “Lirester”

Based on the local and received information, th& wommunication channel delayody’ is
calculated. If a GPS antenna is connected to ehtheodevices and the devices are time-
synchronized, then not only the total delay,od, but also the delays separately in both
directions, “Forw” and “Tpack, are calculated. The terminals continuously mamthe time
delays and compare igfy’, “Ttow” and “Tpack With the pre-calculated values. If the
difference exceeds the preset value (the starettmg), the device records all the monitored
signal values as an oscillogram. Each of the devioenitors the information exchange
process and, in case of an error, calculates themdans of four independent counters:
- A byte error counter, which counts the number oéreed erroneous bytes;
- A header error counter, which counts the numberdata packages transmitted
erroneously;
- A CRC error counters, which count the 32-bit chegin code errors;
- A timeout counter, which counts the number of getekages that have not been sent.
The data package is considered unsent, if it igyaéel for more than 50 ms.
The content of the error counters is also recoatedn oscillogram. All the oscillograms are
saved in non-volatile memory of the device and tbay be sent to the personal computer as
well as viewed by means of a special representatiogramme.

The results of the practical application of the deice “Line Tester”

The device “Line Tester” is used for testing thenoaunication channel of the LDP terminals
for 330kVv and 110 kV high-voltage power transnossilines belonging to JSC

“Augstsprieguma KIs” (High Voltage Network). Equal time delays for signal transmission
and reception are required for correct operationtnef LDP. Below several cases are
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described, when the Line Tester helped to exploedDP unclear operation and indicate the
deficiencies or disturbances in the operation efRfPA communication channel.

The LDP equipment installed at the substation No"®@robina” and the substation No. 166
“Venta” on the 110 kV power transmission line LNG& several times within a month
signalized about periods of disturbed operationichvitasted for not more than 2-3 minutes.
The emergency crew that had arrived did not detegtdisturbances or faults. The LDP was
taken out of operation and the Line Tester was ectaa to the communication channel. A
list of events of the Line Tester is shown in Fegdr6. With the help of this device, it was
stated that within the time period when the LDP pamication disturbances were recorded,
the total delay time of the communication chanred bhanged from 2.37 ms to 4.03 ms. In
order to prevent unstable operation of the LDRvas decided to install the GPS equipment,
which would ensure the synchronization of measurgsnat the LDP terminals.

During an external short circuit event, a supedkiactuation of the LDP occurred on the line
LNr.247 “Marupe” — “Zunda”. As a result of the extraordinagsting of the instrument
transformers and the protection terminals, an as®d unbalance current was stated, the
cause of which was not possible to detect initidliywas decided to install the Line Tester,
which indicated a communication channel asymmetiyl@ ms. After performing the
recalculation of the possible differential currenan external short circuit event according to
(4.3.), it became evident that the differentialrent value exceeded the differential protection
setting and coincided with the actually stated @althe LDP was taken out of operation until
the moment when the communication channel had aéjsted.

Enhancing of the LDP blocking algorithm in the evets of communication channel
disturbances

The most reliable and efficient solution for thenddudinal differential protection can be
synthesized by simultaneously using the opticalroomcation channels and the GPS. Below
follows a description of a new LDP operation aljon, which uses the new opportunities
provided by the GPS and, at the same time, takes account possible failures or
disturbances of this system. In this case, it gppsed that a correction of sensitivity should
be made instead of effecting complete blockinghefltDP, if necessary. A structural diagram
of such an algorithm is provided in Figure 4.2.
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Figure 4.2. A structural diagram for selecting L operation mode

This algorithm is based on the following hypothesis within the time interval Top
measurements of two completely different systennsctae, then both systems are considered
completely viable. Assuming this hypothesis, thdtfaf both systems is ignored, which gives
erroneous but equal measuring results. Such alplagstheoretically exists, however, the
probability of a corresponding event obviously agmwhes zero. The use of the proposed
algorithm makes it possible to maintain the viapilof the LDP not only in case of GPS
failures, but also in case of a comparatively usistaperation of the optical channel, for
example, in case of the changes in the transmigsm@within a range of 1+2 ms (for more
precise conclusions, additional studies are redjire

1. RPA failures occur due to a number of reasons amihshing the frequency of their
occurrence is still a topical problem worldwideglirding Latvia As the functionality of
relay protection and automation devices increasesyell as by applying one and the
same relay in various power systems, more multiéacdesting of these devices is
necessary. The virtual testing method makes itiples$o generate testing processes
exactly for the processor of the relay protectienide. Such a testing complex is cheaper
than the classical one, which is made more expenbiv the powerful and precise
amplifiers. To implement the virtual testing methatdis necessary to install additional
memory devices in the testing devices, which shoedive the testing cycles and store
them in the memory. Also, additional software isded, which is easy and cheap to
implement.




2. The virtual testing method makes it possible toegate testing processes exactly for the
processor of the relay protection device. Suchsting complex is cheaper than the
classical one, which is made more expensive bypdtweerful and precise amplifiers;

3. The failures or disturbances of communication cleéspan case a total relay protection
equipment failure. To ensure the quality of usethmmnication channels, the special
equipment has been developed and used in thecfielditions.

4. In the case of using combined GPS and optical adflargives the opportunity for further
increasing of relay protection reliability and eféncy. Given structure, which is capable,
to control GPS and optical communication channéhatsame time, can assure increased
sensitivity of differential protection, if both ggsns are working properly. In case of GPS
failure line differential protection is also avdila in classical scheme.

Bibliography

1. J. PutnipS. Elektroapgdes sistmas relejaizsardzas un autogika. (Power Supply
System Relay Protection and Automation). Stateliphing house “Zvaigzne”, LV 1013,
Riga. 1993. Third revised and enlarged edition.

2. CRIS International Workshop on POWER SYSTEM BLACKD® ~ Causes,
Analyses and Countermeasures. Lund, Sweden.

3. James S. Thorp, Harles N. Mellowes, Professor girigering. The Protection System
in Bulk Power Networks. School of Electrical andngauter Engineering. Cornel University.
September 8, 2003.

4. Aabg, Y; Goin, R. & Lundgvist, B.: "Risk Analysi& New Aspect on Protection and
Local Control Design”, DPSP, Amsterdam, April 2001.

5. M. Igel, P. Schenger. Test Procedures for Protedbevices. AEG ATLAS GmbH
and Techniche Universitat, Dresden, Germany.

6. IEE Standard Surge Withstand Capability (SWC) TdstsProtective Relays and
Relay Systems. The Institute of Electrical and &tetucs Engineers, Inc., 345 East™47
Street, New York, NY 10017, U.S.A.

7. Sauhatas A., Loman T., Utan A., Dolgicer A., LditeSystem for Electrical Power
Processes Recording. Aktualne Problemy w Electmgetygce, Gdansk, Jurata, 1997.

8. A. C. Webb. Relay Engineering Services Limites, @amputer Generation of Test
Quantities for Testing Protection Relays.

9. M. Agrasar, J.R.Hernandez, F. Uriondo, J.Amauteg J. M. Gallastegui,
J.L. Martinez. Optimized Relay Testing Systems.

10. Alexander Dierks. OMICRON electronics GmbH, AusirNew Simulation Models
to Dynamically Test Impedance Relays.

11. A Digitally-Controlled, Real-Time, Analog Power-3gm Simulator for Closed-Loop
Protective  Relaying Testing. _ G. Nimmersjo,  O. WetlRechsen, _B. Hillstrom,
G. D. Rockefeller. ASEA AB, Vasterasournal Article: IEEE Transactions on Power
Delivery (impact factor: 1.16). 02/1988; DOI:10.8161.4239.

12. GPS Synchronized Measurements in Power Systems Bsditmation: An Overview
R. F. M. Brandao, J. A. Beleza Carvalho, F. M. Baeh Inst. Super. de Eng. do Porto, Porto.
Conference Proceeding10/2006; DOI:10.1109/UPEC.2006.367518ISBN: 978-B%6342-

9 In proceeding of: Universities Power Engineeri@pnference, 2006. UPEC '06.
Proceedings of the 41st International Conferencduive: 2.

13. Advanced Synchrophasor Applications. A. P. S. Mmgos, G. J. Cokkinides. Sch.
of Electr. & Comput. Eng., Georgia Inst. of TechnoAtlanta, GA, USA;Conference

32



Proceeding:08/2010; DOI:10.1109/PES.2010.5590037 In proceeding?ower and Energy
Society General Meeting, 2010 IEEE.

14. Harmonic Monitoring System via Synchronized Meamerts. B. Fardanesh,
S. Zelingher,_A. P. Sakis Meliopoulos, G. J. Cokd@s. New York Power Authority, New
York, NY; Conference Proceeding:11/1998; DOI:10.1109/ICHQP.1998.759956ISBN: 0-
7803-5105-3 In proceeding of: Harmonics And QuatifyPower, 1998. Proceedings of the
8th International Conference, Volume: 1.

15. Test and Evaluation System for Multi-Protocol SagdpValue Protection Schemes.
D. M. E. Ingram, D. A. Campbell, P. Schaub, G. LathwConference Proceeding07/2011;
DOI:10.1109/PTC.2011.6019243 In proceeding of: Rdweh, 2011 IEEE, Trondheim.

16. Performance of IEC 61850-9-2 Process Bus and Goreedleasure for Digital
Relaying. M. G. Kanabar, T. S. Sidhu, Dept. of Ele& Comput. Eng., Univ. of Western
Ontario, London, ON, Canaddournal Article: IEEE Transactions on Power Delivery
(impact factor: 1.16). 05/2011; DOI:10.1109/TPWR@DQ.2038702.

17.  Comparison of Analog-to-Digital Filter Conversiorelods in a Digital Flickermeter.
Soo-Hwan Cho, Gilsoo Jang, Sae-Hyuk Kwon, Jung-Weatk.Journal Article: Electrical
Engineering (impact factor: 0.33). 04/2012; 91(3%1.31. DOI:10.1007/s00202-009-0122-1.
18. Comparison of Analog-to-Digital Filter Conversiorelods in a Digital Flickermeter.
Soo-Hwan Cho, Gilsoo Jang, Sae-Hyuk Kwon, Jung-Wrat. Journal Article: Electrical
Engineering (impact factor: 0.33). 04/2012; 91(3%1.31. DOI:10.1007/s00202-009-0122-1.
19. Z. Wyocki. Silesian. MTZ2 — A Computer Based Relagst System. Technical
University of Gliwice, 44-100 Gliwice, Poland.

20. Marlene Lillian, Stanley I. Thompson. GPS Satelli&/nchronized Test System
Recreate Fault Conditions to Troubleshoot Protedielay Schemes.

21. M. E.Agudo WAPA, USA, B. Kasperek, WAPA, USA, SThompson, AVO
International, USA. END-TO-END Relay Testing UsingPS-Synchronized Secondary
Injection.

22.  Ljubomir A. Kojovic, Timothy R. Day. Cooper Power ySems, Franksville,
Wisconsin. Application of Real-Time Power Systermliators for Testing Protective Relay
System Operational Characteristics.

23. L.R.Dann, H.J.Vermeulen. Department of Eleealri&ngineering, University of
Stellenbosch. A Transputer Based Waveform Syntbediar Protection Relay Test and
Parameter Estimation Applications.

24.  Andrew C. Wevv and Michael Webb. Automated Testhgower System Protection
Relays.

25. Identification and Validation of Dynamic Global Lad@lodel Parameters for Use in
Power System Frequency Simulations. J. W. O'Sulliwh. J. O'Malley, Dept. of Electron. &
Electr. Eng., Univ. Coll. DublinJournal Article: IEEE Transactions on Power Systems
(impact factor: 1.94). 06/1996; DOI:10.1109/59.48561

26. J. Rumbaugh and e. aDbject-Oriented Modeling and Design. Englewood Cliffs, NJ:
Prentice Hall, 1991.

27. PSS/E-27 Online Documentation, Power Technologias,division of S&W
Consultants Inc., December 2000.

28. Wilson, R. E., Kusters, J.A. International Timekiegpfor Power System Users,
Developments in Power System Protection. Confer@ut#ication No.434, March 1997, pp.
351-354.

29. Wilson, R. E. Methods and Users of Precise TimPawer Systems, Transaction on
Power Delivery, Vol. 7, No 1, January 1992, pp.-134.

30. TMS32054x DSP Reference Set. Volume 1: CPU angpRerals. Literature Number:
SPRU131C, Manufacturing Part Number: D425004-9R&jsion A, October 1996.

33



31. Line Differential Protection with Distance Protexti7SD5. Manual.

32.  110/220 kV Line Protection Terminal LIDA. Manual.

33. Nabae, T. Tanaka, “A New Definition of Instantangdrctive-Reactive Current and
Power Based on Instantaneous Space Vectors on Cotadinates in Three-Phase Circuits,”
IEEE Trans. on Power Delivery, vol. 11, no. 3, pp. 1238-1243, 1996.

34. E. Emmanuel, “Summary of IEEE Standard 1459: Daéngs for Measurement of
Electric Power Quantities under Sinusoidal, Nonsodial, Balanced or Unbalanced
Conditions”,|IEEE Trans. on Industry Applications, vol.40, no. 3, pp. 869-876, 2004.

35. G.Benmouyal, “The Trajectories of Line Current fBrential Faults in the Alpha
Plane”, Proceedings of the 32nd Annual Westerneetive Relay Conference, Spokane, WA,
October 2005.

36. M. G. Adamiak, G. E. Alexander, and W. Premerld#idvancements in Adaptive
Algorithms for Secure High Speed Distance Prote¢fidfwenty Third Annual Western
Protective Relaying Conference, October 1996.

37. T.Takagi, Y. Yamakoshi, M. Yamuaura, R. Kondow,Matsushima, “Development
of a New Type of Fault Locator Using One Terminabdltdge and Current DatalEEE
Trans., vol. PAS-101, No. 8, August 1982, pp. 2892-2898.

38. L. Eriksson, M. Saha, S.D. Rockfeller, “An AccwatFault Location with
Compensation for Apparent Reactance in the FawisRace Resulting from Remote-End
Infeed”, IEEE Trans. on PAS PAS-104, No. 2, 1985.

39. A. Sauhats, M. Danilova, “Fault Location Algorithrfer Super High Voltage Power
Transmission Lines’in Proc. 2003 | EEE Bologna Power Tech Conf.

34



