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Abstract 4n the age of information technology intellectual
property becomes especially valuable. This is ond the causes
why the cases of the plagiarism appear more frequdélg in all
vital sectors. Due to that, there is a growing neetbr different
instruments for the protection and verification of copyright for
finding plagiarism. Before checking the document foplagiarism,
reviewing algorithms and approaches for searching lpgiarism,
you must know and understand what constitutes the lpgiarism.
Therefore, in this paper we discuss definitions oflpgiarism itself
and give a look into most important types of plagiasm. As also
the paper describes the most common plagiarism detion
systems, methods used in those systems, and progdea
description of several programs designed to compardocuments
and detect plagiarism.

Keywords —algorithms for searching plagiarism, plagiarism,
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I. INTRODUCTION

Today plagiarism is found in almost all fields ofirhan
activity: literature, science, music, design, €ftat is why
nowadays a lot of attention is given to identifioat and
detection of plagiarism. However depending on ttepe of
activities in which plagiarism occurs, definitiof gagiarism,
its boundary and detection methods change too. thisr
reason the first part of this paper is devotedh® general
definition of plagiarism and the types of studelatgarism in
particular.

The second part of this paper presentsa classificaif
methods of plagiarism detection as well as outlities most
popular systems for plagiarism detection.

The next part of the paper is devoted to plagiadstection
in the program code. This part describes the mogtijar and
effective algorithms used by systems to detectiategm in
the code of programs.

The last partprovides examples of the programssadue
on the Internet;descriptions of both English ands$tan
programs are given.

Il. PLAGIARISM
A. Definition

According to the Collins Dictionary of the English

Language, plagiarism is ‘the act of plagiarisinghich means
‘to appropriate (ideas, passages, etc) from (anotlek or
author)’[7].

Barnhart traces the etymology of the word plagraris

(‘literary theft’), from the earlier English wordagiary (‘one
who wrongfully takes another’s words or ideas’);ided from

the Latin plagarius(‘’kidnapper, seducer, plunderer, literary

thief’), from plagium(kidnapping) fronplaga(snare, net) [2].
The verb “plagiarise” is defined in thghorter Oxford as
follows: ‘Take and use as one’s own (the thougstings,
inventions, etc., of another person); copy (litgnaork, ideas,
etc.) improperly or without acknowledgement; pa$s tbe
thoughts, work, etc. of (another person) as oneis’ ¢3].
However the border-line between plagiarism andaneseis
surprisingly murky. After all, advanced research asly
possible by using the already existing information.

B. Sudent Plagiarism

The core business of the knowledge industry is lagmnd

information and ideas from different sources, serehis
inevitably great scope for plagiarism within theademic
world. Here plagiarism occurs in a variety of swjf,
including collaboration or cooperation between stid
working together, unattributed use of other peapletitings
by undergraduates, copying of graduate studentsk vy
supervisors or other members of academic staff takihg
credit in research grant applications for work dohg
someone else. Plagiarism is the old problem in Highest
education that was aggravated with the advent o
Internet [11].

However, it should be noted that when the studeigre
the university, he might be not informed about @egm or
how to overcome it. Therefore, plagiarists sharaypes that
define seriousness of their actions. Three types
plagiarists [8] can be identified:

of

» Accidental: lack of understanding, the studentswa
unaware that it was wrong thus demonstrates poor

academic practice;

» Opportunistic: aware of this being ‘wrong’ butedoso
due to some source of pressure or in the beli¢fithll
result in higher marks;

« Committed: intentional (pre-meditated) cheatiiay v
misrepresentation.

Researches show that the majority of plagiarismedout

by students who don't understand the academic rexgants,
therefore the majority of students are accidertiprists.

Ill. PLAGIARISM DETECTIONMETHODS
With the growing popularity of the Internet, manwnda

various documents are available free. People csityegarch
for the required documents and make their copyeatstof
writing the documents themselves. These practiea® fan

enormous impact on the education system. In adyitibe
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problem is also supported by many servers, whifdr af wide
range of various topics.

The older systems, such as COPS or SCAM workinthen
term frequency, are purely Superficial. The curreygtems,

Document protection techniques, which disable copywhich employ N-grams, are also rather Superficiant

pasteoperations and printing, are insufficientafgé database
of existing documents is a better solution. Thernmdea of
this protection rests in psychology because evéagigrized
document can be easily identified when comparedh®
database. Most of the plagiarists only copy a parta
document and do not try to hide this activity. Tlgsan
evident case of plagiarism that can be easily ifledtbecause
a large continuous text is copied. The consistéagiarists
copy some parts of sentences and sometimes exchaugel
words to cause confusion. This type of plagiarisndifficult
to determine[4].

A. Classfication of Plagiarism Detection Methods

The most general classification of copy detecticethuds
is to free textor source code. The classificatiorTable | is
intended just for free text plagiarism detectiorthoes [4].

TABLE |
CLASSIFICATION OFFREE TEXT PLAGIARISM DETECTIONMETHODS

Type of classification Description

The metrics is
computed without any
knowledge of the|
linguistic rules or a
document structure.

The metrics is
computed with a partia|
understanding of
documents, e.g. words
are converted into theif
linguistic  root, or
replaced by a synonym|.

Superficial

Complexity of the used
method

Structural

A single document ig
processed to compute
the metrics. Several
Singular metrics can bge
employed to calculatg
how similar the
documents are.

Singular

Two documents arg
processed together to
compute the metrics.

Number of documents
processed

by the used method

Paired

N documents from ¢
corpus are processed
together to compute th
metrics.

All documents
contained in a corpus
are processed togeth
to compute the metrics

Multidimensional

1)

Corpal

Almost all current free text or source code copiedeon

or variable  names,

Structural. The reason is too time-consuming aielys
sentences whose grammar includes many linguistiesru
Fortunately, some modern approaches from the digdds of
nature language processing give us new possibilité
modification and improving the current plagiarismatettion
methods [4].

B. PlagiarismDetection Systems

COPS (COpy Protection System)s a prototype of copy
detection system developed at Stanford. The syst@tches
the common approach to plagiarism detection basednit
chunk hashing. A chunk is a sequence of consecutits; a
document may be divided into chunks in a numbevafs, as
chunks are allowed overlap or not cover the dociwmen
entirely. A method of selecting chunks from a doeuinis
called a chunking strategy.

A system following the COPS methodology consistsaaf
main functions. One which obtains chunks from audoent
via a selected chunking strategy and stores hashésese
chunks into a hash table. The second function fignation
that realizes the violation test [14].

SCAM (Stanford Copy Analysis Mechanism) is a
plagiarism detectionsystem developed at Stanfordlikl)
COPS, it operates by assuminga vector space modehé
registered documents. The difference to otherln&ion
Retrieval (IR) systems is in using a new similarity
measure.This measure was developed to more adgurate
characterize copy overlap,while traditional IR syst look
for semantic similarity [14].

The SCAM system, as well as COPS, is classifiegaa®d
and superficial system. It is tuned to discover Isimeerlaps,
which results in many false positives when wordriistions
are similar but the texts are still different [4]1

MOSS (Measure of Software Similarity)was developed
at UC Berkeley in 1994. It is a free available aigm
detection system for academic usage only. MOSS &t
lot of different programming languages and two fplahs,
UNIX and Windows. As the name suggests, its primary
purpose is to detect programming assignment pliagiaand
is used mostly by programming lecturers from coraput
science and engineering departments, althougkatsipports
other text input types apart from code. Its ainoisletect the
standard attempt at cheating, which consists ofmging
I/O prompts, statement spacing and
comments. However, even this 'dumb’ attempt is gfoto
fool a simple file diff, rendering a careful maneaimparison

systems are Paired or Singular. This means thatyevenecessary. MOSS overcomes this problem by offexisgript
document must be compared with any other possiblghich, whenever run, emails a selected batch afnams to a
documents to analyze the whole corpus. Therefaee® and Berkeley server for analysis. Response is usudiitained
Singular methods are suitable for seeking some ilglgss within the same day and consists of a set of himauchents
plagiarized documents, which are related to thea tested comprising a report. The report highlights pairspobgrams
document. However, none of both methods is ableetéorm that exhibit suspiciously high mutual similarity, [B4].
Criss-cross comparison at a time. YAP (Yet Another Plague) — token-based system that
treats programs as a sequence of strings. Thevéasion of
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YAP (YAP3) introduces a totally novel algorithm face the
presence of block-moves in programs. Namely: thenig-
Karp-Rabin Greedy-String-Tiling algorithm.Its aisito find a
maximal set of common contiguous substrings as lasg
possible, each of which does not cover a tokeradlreised in
some other substrings [9, 14].

MDR (Match Detect Retrieval)is a prototype of a system

capable of detecting overlapping documents.The cgmpr Programs,

The final step is to analyze these similar pairpafagraphs
sentence-by-sentence and report detected copies [14

IV. PLAGIARISM DETECTION IN THESOURCECODE

A. Typesof Code Interpretation

To use systems of plagiarism detection in the coafes
the source code sometimes is represented

used in MatchDetectReveal system avoids using &-hadifferently. For example, early systems of plagiaridetection

function due to concern about hash collisions.Tlasid
matching components uses string-matching algoribased
on suffix trees to identify the overlap. The algjom used for
building the suffix tree from the query document &s
modification of Ukkonen’s algorithm. As such, tlagstem is
only capable of locating exact copies of documemtsp Once
the suffix tree is built, all registered documeats compared
against it [14, 15].

SID (Software Integrity Diagnosis, or alternatively

represented the program as a poinb4timensional space of
the natural numbers, whasth coordinate is the quantitative
characteristic of any property (attribute) of atbgram. For
example, it can be average length of code lineymber of
variables used, a number of operators of branclkiug If
points of two programs are located side by side, ainthem
might be copied from another [5, 10].

Other systems consider the source code of progsatis
that it was in the beginning. For example, so dsiesys which

Share Information Distance) is a system developed atWork with the code the same as with the normal But they

University of California, Santa Barbara. The authmoted
that plagiarism detection systems like MOSS and Y
proceed by tokenizing the input sequence and tbemparing
the token sequences. A basic problem underlyingsdw®nd
phase is how to measure similarity of a pair ofetok
sequences. If the metric is inappropriate, plagmrimay go
unnoticed. If it is well-defined andnot universidlcan always

be cheated. For example, the MOSS designers refuse

publish details of their algorithm openly on the bsite,
fearing the cheaters would quickly learn to beat $lystem.
Such an approach to security through withholdingticst
information is not a good design choice.

Authors of SID therefore take a different approashgere
they consider the sequence similarity from an imiation-
theoretic perspective. The metric that measurestheunt of
information between two sequences (nhot necessardgram
token sequences many applications are
including DNA sequences or text documents) is based
Kolmogorov complexity and is universal. The uniaity
guarantees that if there is similarity under anynpatable
similarity metric, this metric will detect it [14].

imaginabgﬁ

are extremely ineffective, as renaming of functioasd
variables or insignificant changes in the code bexa serious
obstacle for their correct operation.

Sometimes the parameterized representation ofdle s
used. For example, names of functions and variahles
replaced at the first meeting in the code to zenod at
subsequent to the distance to the previous pogitijon

One more type of interpretation of the code is iikation.
This interpretation is based on saving the esddanf@mation
about the program and ignoring the surface infoionatit
should be noted that tokenization process depemdshe
programming language used in the source code [13].

B. PlagiarismDetection Algorithms

One of the plagiarism detection algorithms is Heskel's
algorithm which is based on the sharing string on k-grams
that is k-length substrings, and search for matcfesising
ready on them. Nevertheless, this algorithm hasirecipal
lack. In the big programs is a very small numbeuwifjue k-
grams. Therefore many coincidence that don't corgach k-
grams, will be ignored [5,10].

Another algorithm uses theethod of local alignment of

CHECK is another plagiarism detection system that us(Js?rings which has been developed for determination the

document structure to build a hierarchal represiemaof the
document. Each document is viewed at multiple abstn
levels, which include the document itself, its B&Tt
subsection, subsubsections and finally paragraphseach
level, the set of relevant keywords is extracteeyword
extraction uses keywords frequency as well ascgahnd
boldface formatting information to assign weight®
keywords. At query time, the nodes of the querytralbtion
and that of the referential document are traverstakting
with the root node. Similarity is computed as cesineasure
of the two node’s keyword weight vectors. In thespect,
CHECK follows the traditional IR approach. If thendarity
exceeds a given threshold, the two node’s childeea
processed recursively. The purpose of this stefp iebtain
pairs of document segments (represented by thestoleeel
of abstraction, i.e. paragraphs) that are simiaedch other.

similarity of strings of DNA (deoxyribonucleic agidTo use
this method, two programs should be representedsisng of
characters. Alignment of strings is obtained byeitiag
spaces in the strings so that their length becamqmale It
should be noted that there are a large number fédrelnt
alignments of two strings [21].

It is necessary to consider a heuristigorithm of greedy
string tiling . It receives the input two strings of characters,
and the output set of their common non-overlapping
substrings, which is close to optimal. Substringppearing in
this set, called tile. There are quite a large nemmbf
optimizations of this algorithm which consideralbtgreaseits
high-speed performance. There is also a more radica
improvement using the algorithm of Karp-Rabin obstings
search in the string. The main advantage of therihgn can
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assume that the rearrangement of the large pattieotode
does not affect efficiency of the algorithm [10, 183].
One more interesting algorithm is based Kolmogorov

student's works on site and in a day or two rectieeresults.
The system compares these materials to the indéxelb-
content, large databases containing texts from aflee:

complexity. The basis of this algorithm is a function of«collections of essays» (they are sold in Intefoetusage as

distance which is based on Kolmogorov complexitye Thore
close function of distance of two programs to zehe, more
shared information these programs contain. As Kglonov

school or university term papers), as well as mesly
reported materials [5, 23].
Recently the validity of using this service has rbee

complexity is not computable, the heuristic applobased on questioned: Turnitin after check includes works time

the use of compression algorithm is employed[21].

database, getting the economic benefits withouimeay of

In the fingerprinting method, tokenization programs are compensating to the students. Despite this defbet,Joint

represented as sets of prints so that similar sktsimilar
programs overlap. This method allows user to impgletman
effective search for large databases [21].

Information Systems Committee (JISC), representthg
interests of all the universities of Great Britaiacently has
organized on the basis of Turnitinits own plagiaridetection

There are few algorithms that use the interpratatias a service [18].

tree or a graph. Only two of these algorithms can
performed at reasonable times. Therefore, theyaaedy used
in practice.

For plagiarism detection,raethod of neural networkscan
also be used. Plagiarism detection can be comparate
classification task in which a set of programs bandivided
into classes, in each of which there will be onlgpied
programs. Neural networks can be represented abldok
box whose input data is the known information, theput
data - the information that you would like to knowor
example, the input data can be the set of programd,the
output data - the inference about plagiarism preseihis
method, for example, uses the detector Sherlock [22

The summarized information is given in Table Il wét
can be seen what interpretation of the code and aparithm
for plagiarism detection are used by each of detect

TABLE II
SYSTEMS ANDALGORITHMS
Interpretation .
Detector of the code Algorithm
Accuse N-dimensional Method of specificities calculating
space
JPlag Tokenization Greedy String Tiling algorithm
sID Tokenization The metrics based on Kolmogorov
complexity, ETokenCompress
SIM Tokenization Alignment of strings
YAP Tokenization Symbol comparison, Heskel's altjori
- Greedy String Tiling methodoptimization
YAP3 Tokenization with algorithm of Karp-Rabin
MOSS Fingerprints Fingerprinting method
Plan-X XML format Usage utility XML Store
Sherlock | Neural Self-organized mapping of Kohonen
networks

V. PLAGIARISM DETECTIONPROGRAMS
A. English-Language Plagiarism Detection Programs

Turnitin  [17] is the most popular service of plagiaris
detection. It was developed by group iParadigmsdachers

and educational institutions and was formerly knoas
Plagiarism.org. The service works on a commerdaisand
requires pre-registration. Professors and teachmesent

b Independent applicatiowordCHECK [12] exposes more
students copying from each other, than borrowingxdérnal
materials. To use this application the teacher doads all
documents in the internal archive where they arepayed for
detection of copying within educational group. Campg is
based on the profiles of keywords (a sort of listai
equivalent of the fingerprint) and comparison ofgses [5,
23].

Although the system, strictly speaking, isn't cidted for
plagiarism detection, it will be able to do it iby include in
the internal archive texts from «collections of &8s and
other similar materials. Unfortunately, accordinghe results
of the tests of this tool performed in 2001 by mesjuof
committee JISC, its functional capabilities wereognized as
unsatisfactory.

ProgramEVE2 [6] — commercial application that when
installed on the PC finds out whether the studead hot
copied material from the Internet. For every wagplication
generates the report containing instructions ot@atage of
loans, list URL and the annotated copy of the wiarkvhich
the copied fragments are selected by red colous. ppbssible
to use several file formats, including plain tertdaMicrosoft
Word documents, but the annotated copies are creaty for
plain text [5, 23].

In essence, this tool provides the interface to dbarch
engine in the Internet, but such simplicity doesedtrict its
efficiency. The unique lack of EVE2, noted in rejpfar the
JISC in 2001,is that search is fulfilled only fore®/content in
HTML format, but the most part of a material in théorld
Wide Web is stored in other formats.

ProgramwWCopyFind [16] — the free tool for detection of
the facts of writing off by the students, developgdProfessor
Lu Bloomfield at the University of Virginia. It egis at least
in two versions, most convenient of which has ap#m
graphic interface, allowing user to download a st
documents in internal archive (like WordCHECK). The
documents are compared with each other and, at iviis
possible to separate archive of files (which thefgssor,

robably, collected several years) to compare gsent

CopyFind presents results in HTML format and catse
hyperlinks common phrases in documents to spewaifig of
the students copied it. Although it also can't yamut search
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onthe Internet, the tool is very convenient, opesaquickly
enough and produces quite clear results [23].

It would seem that such a variety of tools is q&it®ugh,
especially if to consider that the list far isntl f However the
use of each of them has certain restrictions, anteimes —
demands expenses.

Any tool that can't perform search in PDF has iesi
value, at least, in educational institutions. Itniscessary to
consider that the Internet is the unique tool fer tajority of
students at researches on their chosen topics.

In the light of the aforementioned tools, TurnitindaEVE?2
can only appear useful, but each of them has tteiatons.
Turnitin is the commercial service accessible ooly a
subscription which, most likely, is aimed at deitatof texts
from «collections of essays». Such texts are seitab high
schools or on low courses of colleges, but rarplgreach for
theses. EVE2 is less expensive means and it isestiicted to
abstracts, but its possibilities envelop only a Wehtent in
HTML format [23].

B. Russan-language plagiarismdetection programs

address where the article is allocated. Search edtupy
some time. In the end two types of answers areilgesshe
text is unique or the text isn't unique. In theoset case is
produced the list of addresses where text copresliocated.
The amount of produced addresses is restricted Jbtat is
enough to make sure that the text is not unique.

The free prografraide Unique Content Analyser 2[24]
isthe tool for determining the uniqueness of thet.t&his
program is more advanced and customizable tharridedc
above Double Content Finder. Flexible configuratemmsists
of three variants of data input available: workhatihe link to
the web-page with the checked text, with the fileTiXT or
HTML format, and also with the text entered manualr
pasted from the clipboard. At the choice of workhwhe link,
the utility will check up the text and allow theemdo correct
the contents in case of need.

The disadvantage of the program is its slownesghwtan
only be explained by the large number of queriedopmed
by the utility. But finally, the result of the proam is pretty
good.

Praide Unique Content Analyse in the verificationqgess

ProgranAdvegoPlagiatu$25] issimple in usage, but at theor the direct use of reliable search systems, shyahoo,

same time fast enough and exact on search resilitis u
For determination of authenticity of text,Advegoft&us
uses two methods of the analysis of uniquenessmplsiand

Yandex, Mail.Ru, Google, giving a choice with which
searcher to work. Users can add their own searstersy
Protection IP, background mode and connection tiirahe

deep. The default is simple and fast. For the s®CORyoxy server are very useful possibilities. Espécidhe

method,more time is necessary as the search isifiaifar
phrases.

It is possible to lower check time by means of atipents
of a threshold of uniqueness of the text that iseba value at
which it is already possible to suggest the faet trticle is
copied.

For the analysis it is possible to enter the texbia
program window as well as to use the link to theemial. This
program will scan the code of page and recognikestéxt.
After that it is necessary only to push the butt@heck up
uniqueness» and to wait for result, the utilityhdib all.

The result will be deduced on termination of thalgsis. It
is the detailed report on the quality of uniqueneas
coincidence level, and the sources where the tast been
borrowed.

It is important that the program is completely fresquires
no installation, is permanently updated and defiagiarism
in most cases.

Double Content Finder [20] —another tool for plagiarism
detection. It is quite fast, works independentlythaut any
settings on specification of query parameters,ettnerdoing
operation very simple. Other advantages of thigmmm are
that it is free and capable to perceive the Rudaiaguage.

However availability and simplicity, in most casésaplies
imperfection and Double Content Finder isn't aneption. It
is possible to consider as a program lack thatdirected only
on search of identical texts, without acceptingattentions
already the slightest changes.

Using the program is simple enough. It is possiblenter
the checked text by any of three methods: to addekt from
the clipboard, to load the text file or to specihe Internet

background mode as the search can take some time

somewhere about an hour and the utility will netdar in this
mode to work with other applications.

VI. CONCLUSION

Nowadays the most effective methods for plagiarism
detection are considered Kolmogorov complexity Hase
approach and the fingerprinting method. The firdtecause
theoretically it is most difficult to hide plagiam from it, and
the second - because it is the only one of the ritfgos
described in the article which can scan the bigalokdes
during a reasonable period of time. Thus, the raffsttive of
the described systems are plagiarism detectors M@86
SID.

REFERENCES

[1] Baker B.S On finding duplication and near-duplication inrga
software systems // The Second Working Conference Reverse
Engineering, Toronto, Canada, 14-16 July, 1995. ashihgton: IEEE
Computer Society, 1995. — P. 86.

Barnhart, R.K. (Ed.)Chambers Dictionary of Etymology — Edinburgh
Chambers, 1988. — 1284 p.

Brown, L. (Ed.) The New Shorter Oxford Dictionary on Histat
Principles — Oxford: Clarendon Press, 1993. — 3801

Ceska Z The Future of Copy Detection Techniques // ThieYizing
Researchers Conference on Applied Sciences, PiGeech Republic,
13 November, 2007. — Pilsen: University of West &ohy 2007. —
P. 5-10.

Clough P. Plagiarism in natural and programming languages:
overview of current tools and technologies // Tigh2Annual ACM
Symposium on Applied Computing, Santa Fe, New Mexit3-17
March, 2005. — New York: ACM, 2005. — P. 776-781.

EVE: Plagiarism Detection System. USA, 2000. [OeliAvailable:
http://www.canexus.com/eve/index.shtfillccessed: June 12, 2010].

(5]

(6]

143



Scientific Journal of Riga

Technical University

Computer Science. Information Technology and Manege Science

2010
Volume 44

(7]
(8]

Hanks, P. (Ed.) Collins Dictionary of the English Languagelondon:
Collins, 1979. — 1690 p.

Harvey J., Robson S The Accidental Plagiarist: An institutional
approach to distinguishing between a deliberatgit to deceive and
poor academic practice // 2nd International Plagpar Conference,
Gateshead, UK, 19-21 June, 2006. — Newcastle: NorphiaUniversity
Press, 2006. — P. 16.

Jadalla A., Elnagar A. PDE4Java: Plagiarism Detection Engine for
Java source code: a clustering approach // Inferradt Journal of
Business Intelligence and Data Mining — Vol. 3, R0(2008), P. 121-
135.

Karp R.M., Rabin M.O. Efficient randomized pattern-
matchingalgorithms // IBM Journal of Research amyé&opment — Vol.
31, No. 2 (1987), P. 249-260.

Park C. In Other (People’s) Words: plagiarism by univgrstudents -
literature and lessons // Assessment and Evaluatibligher Education
—Vol. 28, No. 5, October 2003, P. 471-488.

Plagiarism detection free detectors at wordche¢&syscom. [Online].
Available:http://www.wordchecksystems.com. [Accesse Apr. 4.
2010].

Prechelt L., Malpohl G., Phlippsen M. Finding Plagiarisms among a
Set of Programs with JPlag // Journal of UniveSaiputer Science —
Vol. 8, No. 11 (2002), P. 1016-1038.

Rehurek R. Semantic-based plagiarism detection: PhD Thasipd2al
— 2007, P. 6-13.

Sorokina D., Gehrke J.,, Simeon W, Ginsparg P. Plagiarism
Detection in arXiv // The Sixth International Cordace on Data
Mining, Hong Kong, Japan, 18-22 December, 2006. ashihgton:
IEEE Computer Society, 2006. — P. 1070-1075.

The plagiarism resource site. Charlottesville: LBloomfield, 1997.
[Online]. Available:http://plagiarism.phys.virginia.edu/Wsoftware.html
[Accessed: June 1, 2010].

Turnitin: Plagiarism Checker to Ensure Academicednity. San
Francisco: iParadigsm, 1998. [Online]. Available:
http://www.turnitin.com/static/index.htmJAccessed: May 21, 2010].
TurnitinUK. New Castle: iParadigsm, 2010. [Onlinepvailable:
http://www.submit.ac.uk/static_jisc/ac_uk_index.htm [Accessed:
June 1, 2010].

Wise M.J. String similarity via greedy string tiling andming Karp-
Rabin matching: Technical report No. 463 — The Ersity of Sydney,
March, 1993. — P. 3-8.

19

[10]

[11]

[12]

[13]

[14]

[15]

[16]

[17]

[18]

[19]

MarijaKaSkura, SergejsParsutins, ArkadijsBorisovs. Plagiata gadijumu un to

[20] Bupsxakomupaittuara. Russia.TextBroker, 2007. [Online]. Available:
http://www.textbroker.ru/main/dcfinder.htnjAccessed: June 1, 2010].
EBtudgeena O., Kpacc JI., Jlakynun H., JIsicenko E., CuactiimBuen
P. / Hayano-texuunaeckuiiBectHuk - Ne39 (2007), pp. 188-196.
Kpyrios B.B., Bopucos B.BlickyccrBennbieHeliponHbleceTd. Teopus

u npakTuka. —Mocksa: ['opsaasnuans — Tenexom, 2002. — 382 p.

Heiia K., anmaranran I'. Web#HCTpyMEHTUISIBBISBICHUSIUIATHATA
/I OtkperteiecucTemsr —NeO1 (2005), pp. 40-44.
IpoBepkayHukanpHOCTHTEKCTa B MHTepHere. Russia, 2010. [Online].
Available: http://nado.su/downloads.htnjAccessed: June 4, 2010].
AdvegoPlagiatus - mpoeepkayHukaipHOCTUTEKCTa. RUSSia,Advego,
2008. [Online]. Availablehttp://advego.ru/plagiatusjAccessed:June 1,
2010].

[21]
[22]
[23]

[24]

[25]

Maria Kashkur, M.Sc. student,Institute of Information Technolodiaculty
of Computer Science and Information Technology,aR&rchnicalUniversity,
1 Kalku Street, Riga, LV-1658, Latvia. E-mdibskura@inbox.lv

Maria Kashkur received her BSc degree in infornmattechnology from
RigaTechnicalUniversity in 2010. Now she is an MBadent at the Institute
of Information Technology.

Serge Parshutin, Ph.D. student, Department of Modelling and Simalati
Riga Technical University, 1 Kalku Street, Riga, L¥658, Latvia.

E-mail: serge.parshutin@rtu.lv

Serge Parshutin received his MSc degree in infoamatechnology from
RigaTechnicalUniversity in 2006. Now he is a PhDdsint at the Faculty of
Computer Science and Information Technology andeaturer with the
Department of Modeling and Simulation at the RigairecalUniversity. His
research interests include data mining and knoweeglgraction, intelligent
information systems, evolutionary computing andisien support.

ArkadyBorisov is Professor of Computer Science in the Facult@ahputer
Science and Information Technology at RigaTechhioalersity. He holds a
Doctor of Technical Sciences degree in Control échhical Systems and the
Dr.habil.sci.comp. degree. His research interestfude fuzzy sets, fuzzy
logic and computational intelligence. He has 20Blipations in the area.
Contact information: Department of Modeling and m8lation,
RigaTechnicalUniversity,1 Kalku Street, Riga, LV 1658, Latvia. E-
mail:arkadijs.borisovs@cs.rtu.lv

noteikSanas metozu ptiSana

Informacijas tehnolgiju laikmeg intelektuilais ipaSums kist ipaSi \ertigs. Tas ir viens no iemesliemagéc plagiata gadjumi arvien bieZk notiek daZdas
butiskas nozags, &das ka literafira, ziritne, mizika, da#di makslu veidi u.c. Sakarar to pieaug nepiecieSa@ma Ec daZdu plgiata noteikSanas, autorties
aizsardibas un apstipriganas instrumentu izattes un ievieSanas.

Atkariba no Ec plasiata prmekktas séras, dinamiski mais paSa plgata defincija, un ar to maiis pirmekkSanas telpa un metozu, kuru ir igsms
pielietot, kopa. @pec ir svargi pirms uzgkt daZdu plgiata noteikSanas metoZu un pieeju iz&atu un pirms uzkt plagiata mekéSanu daddas skras —
dokumenti, nakslas darbi, programmu pirmkods, projekti u.cnépiecieSams saprast kas wisip plagiats, kas las plgsiats misu iz\Elétaja gadjuma un kadam
plagiata pirmekkSanas metdah ir verts piewerst vaiik uzmaibas. lidz ar to $&j rakst ir izskatti dazdi plagiata defirgjumi un plasiata svargakie veidi, taji
skaii studentu plgiats. Tiek diskugts par studentu pigata paddiSanas iemesliem. Raksir piedavati popubirako plasiata noteikS§anas si&hu, kas tika
izstradati un ir pielietoti idas ASV universiites, ka Stenforda univerdite, Kalifornijas universitte u.c., apraksti. Apralitas apskatas plasiata noteikSanas
sisémas pielietoto algoritmapadbas un dazas pleta noteikSanai izmantojamas programmas, kas telefti dokumentu salzinaSanai.

Mapus Kamkyp, Cepreii [lapmyTun, Apkaauii Bopucos. HcciienoBanue ciiyyaes IUIaruaTa 1 MeToJ10B MX 00HAPYKeHUS

B snoxy MH()OPMAIMOHHBIX TEXHOJOTUH HMHTEIEKTyalbHas COOCTBEHHOCTh CTAaHOBHTCS BCE Ooliee LEHHOI.DTO SBISETCS ONHOW M3 NPUYMH HPOSBICHUS
CcllydyaeB IUIaruaTta B pasiMyHbIX cepax TaKuX, KaK JIMTEpaTypa, Hayka, My3bIKa, Pa3iIMuHbIC BUJIbI HCKYCCTBA M AP.B CBs3M ¢ 3THM Bo3pacTaeT MOTpeOHOCTh B
pa3paboTke U BHEAPECHUHPA3IUIHBIX HHCTPYMEHTaX JJIsI 3aIUTHI ¥ IOATBEP KACHUS aBTOPCKHUX IIPAB U BEIIBICHHS IIaTHATa.

B 3aBucHMOCTH OT MCclefyeMOl Ha BO3MOXKHOCTb IIaruara cqepbl, MEHSCTCS M CaMO OIpE/eICHHE TePMUHA «UIarHaT», M, COOTBETCTBCHHO, N3MCHSIOTCS
HPOCTPAHCTBO TIOMCKA U METOJbI, KOTOPBIE MOXHO NPUMEHATh. [1o3TOMy mpex/e, 4eM HMPUCTYNaTh K PaCCMOTPEHHIO PA3IMYHBIX METOJOB U MOAXOAOB JUISL
BBIBJICHHS ITAaTHATA M IIOUCKY IUIaruaTa B pa3iMYHBIX 00JACTAX — JOKYMEHTaX, IPOU3BEICHHUAX HCKYCCTBA, IPOEKTAX U T.M., HEOOXOIHMO YETKO IIPEICTaBIATh,
YTO B KOHKPETHOM Cilydae OyJeT SBIATHCS IUIArMaTOM M, COOTBETCTBEHHO, Ha KAaKME IOAXOIBI M METOJbI OOHApY)KCHMS IUIaruaTa CICAyeT JeNaTh akleHT. B
JIaHHO# paboTe paccMaTpPHUBAIOTCS Pa3IMYHBIC ONPEJIEICHHS IIaruata HooCyKaloTcs Haunboee BaXKHbIC THIIBI IIarkaTa, B YaCTHOCTH, CTYACHUECKHIT IUIaruar,
U BO3MOJKHbIE IPHYMHEI TTOSBIICHHS IUIarkaTa Cpeay CTYJCHTOB. Takke IMpeACTaBICHBI OMHCAHMS HanOoIee pacIIpOCTPaHEHHBIX CUCTEM BBIABICHHS ILIarHaTa,
paspaboTaHHbIX U Hcnonb3yeMsix B yHHBepcuterax CIIA, takux, kak Crandopx (Stanford),Kamudopruiickuit yansepcurer (University of California)u ap.
IIpuBeneHs! onMcaHus 0COOCHHOCTEH METO/IOB, IPUMEHIEMBIX B BBIOPAHHBIX CHCTEMaX OOHApyKCHHs IUIarMaTa, a TaKkKe - ONUCAHHUSA HECKOJBKHMX MPOTPaMM,
HCIOJB3YEMBIX JUISl CPABHCHUS JOKYMEHTOB [PH MOKMCKE [UIArnaTa.
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